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Overview

VoipSwitch is aplatform that allows to implement various types of Voice Over the Internet
Protocol (VOIP) services, with retaining shared, uniform management interface. The feature
that distinguishes this platform is the implementation of an integrated, embedded billing
system that cooperates with SQL — MS SQL or MySQL databases’ servers.

This solution results in the simplicity of preparing the system, by the operator, to be fully
functional for providing services and aso for administrating it in the future.

VoipSwitch’s software consists of the following modules:

e VoipSwitch manager — the main part of the application. It allows to monitor the
whole incoming traffic. Apart from the current connection status and the type of
logged in clients, it also presents a number of additional information on the processes

that are taking place.

e VoipSwitch Config — management interface. It is a tool for configuring the whole
system. It has a number of features that alow to manage clients’ billing and anayze
traffic information, based on the statistical data.

e Web CDR - the module that allows clients to check their current account status and
the history of the calls made. There is a possibility of exporting data to the file from
thislevel.

e PC to Phone Client — softphone based on the g723.1 codec.

e Webphone - softphone that can be initiated directly from the website.

e Callback Client — client’s software that allows to initiate cals between two

telephones.



e Webcallback - client’s callback version that is initiated directly from the website.

e SMS callback — module that cooperates with the SMS operators. It also alows to

create access number for SM S callback service using the mobile phone.

¢ |IVR module — module responsible for playing back voice messages utilized by

various services e.g. 2 stage dialing, account balance or IP PBX.

¢ Online Shop — module that allows to make payments using credit card or Paypal

service.

e Reseller’s module — web based system that allows resellers to create users accounts,
manage them, manage the tariffs, and analyze the information on the traffic that is

taking place etc.

Each of the module is mutually integrated what allows, for instance, Pc2Phone user to access,
from this application, information on the history of calls made, price list or current account
status. Also, from the same level, it is possible to add funds to the account or to utilize SMS
Callback service.

On the other hand, division into the separates modules allows adjusting the implementation
of given services to the desired time frame. For instance, Callback service, IVR, online
payments or Reseller Module can be added at any time without disturbing the functionality of
the system. Compatibility and simplicity of usage also refers to al the modules created by
VoipSwitch company, what gives the provider the possibility of extending the range of
services offered, or building on the services already utilized according to the existing clients’
expectations and emerging of the new technologies.

Softswitch

Softswitch is the main element of the platform, which merges the functionality of the

following VOIP architecture’s elements.



H323 switch
H323 gatekeeper
SIP Proxy

SIP registrar

Each of the described elements can operate simultaneoudy with the others. Moreover, the
clients, regardless of the protocol, or the way they transfer connections, can connect between
one another. This option allows connecting the networks, which because of the differencesin
implemented protocols or diaects inside the particular protocol, cannot directly transfer
connection between one another. Implementing VoipSwitch as a central traffic controller also
introduces a number of additional management, supervision and network security

facilitations.

The main characteristics of the softswitch include:

e Simultaneous and transparent support of SIP and H323 protocols (sip—h323 and
h323—sip translator
e Possibility of implementing various types of proxy (e.g. RTP-proxy or signaling
proxy), possibility of choosing proxy for each prefix defined in dialing plan.
e Advanced routing and rating system
e Full internetworking with most commercialy available switches, softswitches,
session border controllers and VOIP gateways.
e VOIP equipment support
e NAT support both for SIP and h323 equipment
e Calling to sip devices behind NAT (without the necessity of configuring NAT)
e Calling among users registered to VoipSwitch, support for dynamic IP addresses
e Authentication of VOIP equipment
o Through IP address
o Through ANI
o Through h323id



o Through the pair of login/password (according to the SIP standard)
Flexible routing
Individual, integrated billing system
Managing pre-paid and post-paid accounts
Setting up usersin the VSConfig program
Managing users, blocking, setting limits
Generating the groups of users and managing lots
Creating and managing tariffs, the possibility of attributing a tariff to an individua
user
Data stored in the MSSQL or MySQL database
Graphic management interface (presentation of the statistical data, billing
information, managing clients’ accounts, generating PIN, managing the tariffs,
dialing plan and others)
Graphic interface presenting the current traffic in the rea time, number of the
logged in clients, with the division into different types of services, presentation of
logs and others
Web interface for clients — presentation of the connections history, possibility of
exporting to the file, presentation of the current account status, possibility of
making payments online and others
Easy to set up architecture
Automatic software re-start facilities in case of system failure

Scalability for new telecommunication services by enabling additional modules

Advantages of managing the system

Simplify the management processes and network configuration changes of VolP
equipment

Unify equipment supporting different protocols (or dialects of one protocol)

M anage concentration and routing processes of VVoIP traffic

Centralize authorization and billing tasks of VolP callsin one point



¢ Hidethe network structure from third parties, if necessary

e Utilize possibility of implementing value-added services such as: calling card
system, IPPBX, calback system using additional software packages from
VoipSwitch LLC

Standard applications

Central point of your VOIP networ k

Main benefits:

e Management of authorization rules of VolP-gateways

e Setting up call routing rules

e Provisioning of compatibility for H323 and SIP- equipment of various vendors
e Security and load planning of Vol P-traffic by using optional RTP-proxying

e Accessto the statistical data (ASR, PDD and others)

e Transparent interface of the billing system

Network security

When using RTP-proxying VoipSwitch provides a single entry point for VolP traffic.

Both for clients and carriers there is only one IP address available.

Integration of equipment with support of different protocols

One of the most important features of RSF1000 is its ability to support widely accepted
signaling IP-protocols - SIP and H323. The system provides transparent converging of one



protocol into another, thus allowing performing cals from one type of equipment to

another.

Scalability

Through launching subsequent modules, it is very convenient for a provider to extend the

range of services offered. Available modules:
- IVRfor caling cards
- Web/SMSANI calback (with IVR)
- Reseller’smodule

- Online shop

Specifications

Supported protocols

1 |H.323 v.2 (H.245 v7, H225 v4) with/without FAST START

2 | SIP (RFC 3261)

3 |proxying of RTP/RTCP streams

4 |Signalling proxy

5 |Support of T38 (SIP, H323)

6 | Transparent conversion of SIP to H323 and vice versa




Support of the Devices Behind the NAT

1 |SIP-devices

2 |H323-devices

Authentication

1 |by IP address — SIP and H323

2 |by H323ID - h323 terminals/gateways

3 |by ANI (calling party humber) - SIP and H323

4 |by login and password - SIP equipment

by login and password - HearlLink pc to phone/web to phone dialer (included in the
package)

6 |gatekeeper registration based on aliases

Intelligent routing

based on prefixes (the possibility of defining prefixes differentiating individual

users)

2 |based on accessibility of the VOIP gateway

3 |based on priorities when choosing a gateway

4 |depending on available voice codecs

5 |depending on prefixes specified in the tariff of an individual client

Phone Numbers Translation

1 | Deletion of the set number of digits from the called party number

2 |Addition of the set number of digits to the called party number

3 |Deletion of the set number of digits from the caller number

4 | Addition of the set number of digits to the caller number

5 | Virtual prefixes (for differentiation of the dialing plans)

Information for the Billing System

1 |Real-time, built in billing system

2 |Storage in SQL database (MSSQL or MYSQL)

3 |pre-paid and post-paid accounts

4 |Payments history




CDR - examining the logs of the calls carried out from the VSCConfig level,
possibility of filtering data according to the set parameters, possibility of
exporting data to the file (html, excel, txt, or csv type), presenting the CDR on

the WWW pages available for clients

System Management and Control Features

1 |Graphic User Interface for managing the overall functionality of the system

2 |Visual presentation of current connections along with the information on their status

The number of statistical data presenting the information on the traffic intensity with its
various parameters e.g. ASR, PDD. Possibility of limiting the number of data presented by
using available filters e.g. only incoming traffic from the particular client, traffic directed to
the particular gateway, or prefix etc.

Visual presentation of logged in clients and their current status, with the division into types

of services e.g. gatekeeper users, SIP users, pc2phone, callback.

Operating Systems

1 |Windows 2000, 2003, XP

Requirements.

V oipswitch system is compatible with Windows 2000, Windows X P and Windows
2003. SQL database is also required, either MS SQL or MY SQL version 4. MY ODBC driver
is recommended to connect MY SQL database with VoipSwitch application. It can be
downloaded from the www.mysqgl.com website.
In addition it is recommended that MDAC version 2.8 or higher be downloaded (more
information available on www.microsoft.com)

Program installation.

After extraction files from VoipSwitch.zip three catalogs will be created: “VoipSwitch”,
“hearlink” and “callback”. In order to install VoipSwitch, it has to be saved to the folder that
has the same name and is located on the server; and installation program has to be launched.
Installation program will create VoipSwitch group in the “programs” menu. The next step is
to create a connection with the database. In order to accomplish that VPSConfig program has
to be activated. After running VPSConfig, “database settings” window will open and “create
connection string” button has to be chosen. After clicking on “create connection string”
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http://www.mysql.com
http://www.microsoft.com

button, “data link properties” window will appear with the list of database drivers. Depending
on the type of database that is used the following steps have to be completed:

M SSQL :

1.

2
3.

From the list of drivers “Microsoft OLEDB provider for SQL servers’ has to be
chosen.

. “Next” button has to be clicked on.

Name of the server or IP address has to be entered or chosen. Depending on the way
user logs in to the SQL, button “Use Windows NT integrated security” or “Use
specific user name and password” has to be chosen. In case of the subsequent all the
necessary data have to be entered and “allow saving password” button chosen. “Test
connection” button can be used to check if the connection succeeded.

If the connection succeeded, “OK” button has to be clicked on which will result in
closing the “data link properties” window.

“Create database structure” button has to be chosen. From the unfolding options with
the database types MSSQL has to be chosen and confirmed. After completing all the
above steps the information confirming successful creation of VoipSwitch database
should appear.

MySQL:

1

From the list of drivers “Microsoft OLEDB provider for ODBC drivers”’ has to be
chosen.

2. “Next” button has to be clicked on.
3.

“Use data source name” option has to be marked and the name representing the
connection to MySQL has to be chosen. During the instalation of MyODBC the
connection named “myodbc3-test” is created by default. After choosing it
database’s username and password have to be entered, unless they have been
specified before. “Test connection” button can be used to check if the connection
succeeded

If the connection succeeded, “OK” button has to be clicked on which will result in
closing the “datalink properties” window.

“Create database structure” button has to be chosen. From the unfolding options
with the database types MySQL has to be chosen and confirmed. After completing
al the above steps the information confirming successful creating of Voipswitch
database should appear.

After the proper creation of the database structure and connecting with it, menu on the left
side of VPSConfig window will become active.
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File Wi
- G Clients Databass BR Data Link Properties T s x|
PC2Phone Clients Connection string : -
- GKRegistrar Clignts Frovider—MSDASGL Provider | Connection l Advanced I All I
- CallBack Client i ;
4 a.c oS patress\BaDE Lk Select the data you want to connect to:
- PIM Clients
- DiglingPlan DLE DB Pravider(s]
~ Calls Microsoft Jet 40 0LE DB Provider
- Failed calls Cre Microsoft OLE DB Provider for Indexing Service
[+ Tariffs _  ——— icrozoft OLE DB Provider for Internet Publishing
- Gateways Microzoft OLE DB Provider for ODBC Diivers
. Gatekeepers Microsoft OLE DB Provider for Oracle irigs |
Microsoft OLE DB Provider for S0L Server

- YoipSwitch settings

. Microzoft OLE DB Simple Provider
-+ H3Z3 settings MSDataShape P

- SIP settings

- PCZPhone setkings

- CalBack settings

- MoipBox settings

- Aukomatic user generation
- Database settings

OLE DB Provider for Microsoft Directary Services

- ‘itatchDaog
- Shatistics
ar Cancel | Help |
Ready [ e 4

Picture 1 Connecting to database

Launching the main application VoipSwitch

After the initial set up of VoipSwitch parameters the main application “VoipSwitch
manager” can be launched. It isinstalled in the menu programs/V oipswitch/Voipswitch.exe
After starting the application the information on the active services, previously defined in the
VPSConfig application, should be displayed in any of the windows showing the applications’
logs.

The main Voipswitch software has a window composed from a button bar and 6
sub-windows: Calls, Users, Registered Clients, Gatekeepers, Logs, and Statistics.

Each subwindow can be closed or opened from the buttons in the toolbar. The Layout
button will rearrange all windows instantly. The Config button will open the
VPSConfiguration manager.
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WoipSenkch - started at | 3502

) Werknesday, December 6, 21
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¥ Call o rumber 92432256245, Sobals

Call ko number 92427700864, Sohel
Call to ramber 92432258345, Sohel
Call to rumber SESE0E40GE, mabil
Call to rumber SE017E021811, [jaz%99
Call to pumber 82432258845, Sohel
Call to rmber 914502234681, Moarl
Call o number 92412258845, Sobel
Call to rumber 868, Ala2S

Call to umber 924652210735, Alald
Call to rumber 92432256045, Sahel
Call ko rumber 868, Ala2S

= H-A-R-AREREREEEERE

Cellto ramber 34522277466, MlalB e
Callto rember GE01 1067753, Jaman -
| | L3 )

!! Call to rumber 860173510121, alag) -i = 8

Call bo rasmber 924652210735, Alal3 ]

5701 logoed in &k 195956 16,10.04
31197571 logoed in at 20:06:07 16, 10,04
BTSETY logped in ak 2000745 16,10,04
29233946 loggedin ak 20:07:47 16,10.04
GTSETT logged in ak 20009:32 16,10,04
G005 loggad in ab 20:12:32 16,10.04
32632339 logoed in &k 20:12:37 16.10.04
357695 logoad in k 20:14:25 16,10.04
BETFE4 logped in &k 20:15:33 16.10.04

I"|'l||I-Fr'| ed clients

b LD 234 logpad in from 1P 195,39, 161,189/

2 cohek@1234 logged in from [P 62,215,217, 18

i Babuli®1234 logged i from IP 62,215.112,201f

o Alad2@1 234 logged n from [P 194.54.194,249

3 A1 8@ 234 Iogged in from [P 62,215.115.6211

o FORKANSE 234 logged in From [P 62, 150.201.5 1
Forkan logged in from TP 62,215, 116.171/10.0.
Forkan? logged in Fram TP 62,215, 116.171/10.0.
Mizand@ 1234 looaed in from 1P L"is'”m'?ﬂ

Connection from unatharized F &2 5 118,190, K323 d: 2
Cliert audhorization . Alam2 clert doesr axist
Cliant suthorization . Alami cliant dossn exist
Cliant sothorization © Alam2 clert doesnt east
Cliert suthorization: Alamd clierd doesr st
Client sulhorization : Alam2 clent doesn exist
Cliant suthortzation - Alam1 clent dossn’t exdst
Client suthorization © Alam2 client doesnt exst
Clisrt sudhorization . Alami clenl dogsml sxist
Cliant suthor(zation  Alam2 cliant doesn axist
Cliert suthorization - Alamd clert doesnt east
Cliert suthorization . Alam2 chert doesni exst
Clent aulhorization : Alami chert doesn exist

4
==
(=[]
Registar Linregikar
- -
L]
Perang collz 157
Cannected cals as
AT - st 100 callz S6%

Picture 1 main program

The subwindow Calls shows the latest calls passed through the VVoipSwitch. The calls
connected will be shown in yellow, the calls not connected in blue and the calls that

presented errors (like no money in account or no route to destination) in red.

Also you will find many details regarding call connection expanding each line. Like
this you can easily debug call connections. You will find instantly connection details like the
dialed number or the messages received from the remote gateway.
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6 Zall ko number 233243551332, wmphu:unelz [SIP reqg) ;I
El Call to nurnber 243818118888, sambu (H323 req)
- Call to number 233243561332, winphone 12 (SIP req)
EI Call bo nurber 2377725100, callmed (SIP req)
El Zall ko number 243818118858, sambu (H323 req)
- Call to number 233243581332, winphonel2 (SIP req)
El Call to nurnber 243818118888, sambu (H323 req)
- Call to number 233243581332, winphone 12 (SIP req)
EI Call bo number 243512131132, sambu (H323 req)
#-EP Call to number 233243581332, winphone 12 (SIP req)
- Call to number 233243581332, winphone 12 (SIP req)
- Call to number 233243581332, winphonel2 (SIP req)
) Call to number 233243581332, winphone 12 (SIP req)
EI 9 Zall bo nurnber 243513411790, saftmanz (SIP req)

e Connection bo client denied - no money to make a l:a_l
EI o Zall ko number 233243581332i winphonelZ (SIP req)

it 77

Picture 2 calls

If you right click on Calls window you will get a submenu. It is good to remember
that here you can easily reload the configuration parameters without restarting VoipSwitch.

Freeze call lisk
Mazximurm logs - (unlimited now)
Clear lisk

Stop listeners
Reload ¥PSConfig daka

Picture 3 calls submenu

The subwindow Users shows the pc2phone (and web2phone) users and also the
Callshop users. The current connected users will gppear in blue and the disconnected users in
red. Expanding each line you will see the calls made by each user.

14



users I il
E@ callme logged in at 20:16;15 29.11.05
E@ callme logged in at 20020036 29,11.05
E@ Iwrnaitland logged in at 20:24:26 29.11.05
E@ lewisphone logaed in at 20:24:43 29,11.05
E@ callme logged in at 20:24:53 29.11.05
E@ Iwrnaitland logged in at 20:25:19 29,11.05
E@ [wepaoint logged in at 202544 29,11.05
E@ Iwrnaitland logged in at 20:26:25 29.11.05
E@ calme logged in ak 20:27:15 29,11.05

b Q Iwepoint logged in at 20:28:00 29.11.05

E@ Iwrnaitland logged in at 20:29:31 29.11.05

E@ lewisphone logged in &k 20:29:40 29,11.05

E@ calme logged in ak 20:31:25 29,11.05

E@ callme logged in at 20:31:47 29.11.05

E@ Iwrnaitland logged in at 20:33:53 29.11.05

E@ lewisphone logged in at 20:35:23 29.11.05

E@ winphone! logged in at 20:36:07 29,11.05

E@ lewisphone logged in at 20:36:22 29.11.05

E@ lewisphone logaed in at 20:39:42 29,11.05 J
E@ Iwrnaitland logged in at 20:39:43 29.11.05 ;I

Picture 4 Users pc2phone

The subwindow Registered Clients shows the users registered to the Voipswitch
gatekeeper or registrar. Like h323 and SIP clients registered with user and password.

Y ou can right click each registered user that appear in this window and see the current
settings for each. Also you can reload the data from the database to show the current
configuration in case something changed meantime.

Registered clients
sip

oy [WBPCINES logged in From IP 165,146,130, 244 MAT

o IwEpoint3 logged in From IP 165, 146,130,244 /NAT

% [wipaink2 logged in From IP 165,146,130, 244 MAT

o Iwipoint] logged in From IP 165, 146,130,244 /NAT

% internetsS1 logged in from IP 165,146,139,93/10.0.0,100

% inkernet52 logged in From IP 165, 146,139,93/10.0.0,100
- hamedia@b3mediavoip logged in from IP 165,146,582, 2361
LEEE]

e PEQONlNE@psgonyvoip logged in from IP 165, 146,92,232/1¢

o multibus1 logged in From IP 165, 146,206.47/10.0.0.40

o multibusZ logged in from IP 165, 146,206,47,10.0.0,40

2% georgel logged in From IP 165,146,165, 116/MNAT
o george logged in from IP 165,146,165, 116/MAT
2% georged logged in From IP 165,146,165, 116,/NAT
o georged logged in from IP 165,146,165, 116/MAT

22 georges logged in From IP 165,146,165, 116,NAT
sip

ey DEOFQE6 ogged in From I 165,146,165, 116/NAT =
H3=3
4| i ri y

Picture 5 Registered clients

I» 1=
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The subwindow Gatekeepers shows the gatekeepers to which Voipswitch is
registered. After you create new gatekeeper settings or change existent settings in VPSConfig
-> GK/Registrar you will have to click here the “Relog to gatekeepers” button to make
Voipswitch to attempt (or reattempt) to connect to all gatekeepers.

Gatekeepers
------ €D SIPREG

------ € SicProxy (callseven)

Relog ko gatekeepers |
Picture 6 Gatekeepers

The subwindow L ogs shows all the magjor events and alarms in V oipswitch.

This window is agood help for debugging the users that try to connect to Voipswitch.
For example if Voipswitch rejects a user you will see in the Logs window what was received
from the user and therefore you can deduct why the user was rejected (wrong user name or
any other reason).

YoipSwitch registered in gatekeeper SipProxy (callseven) at address 62.22,20,194:5060
YoipSwitch registered in gatekesper SIPREG at address 216.115,25, 198:5060
Trwing ko log in gatekeeper SipProsxey (callseven) at address 62,2220, 194:5060
Trving ko log in gatekeeper SIPREG at address 216,115,25,198:5060
YoipBox is running and responding
Zallshop listener starked at address 66,165,180,163: 1504
aM3 CalBack listener started at address 66,165,180, 1631302
CalBack listener started at address 66,165, 180,163 1801
PCZPhone listener started at address 66,165,180, 163: 1800
ActiveCall activated,

Gatekeeper Gatekeeper started at address 66.165,180,163:1719
Reqistrar iskener started at address 66,165,150, 163:5060

SIP listener started at address 66,165,180, 163: 5060

H323 listener started at address 66, 165,180,163 1720
YaoipSwitch, exe file build version 2.0.0,349

Picture 7 Logs

The Statistics subwindow shows a brief info about the general functioning of the
system. Will show statistics about all calls passed through the system. You can get more
detailed information about calls statistics from VPSConfig. We will discuss this later in this
manual .

16



statistics
Pending callz 1

Connected calls

Picture 8 Statistics

The Voipswitch Configuration Manager

All the settings for Voipswitch to function are made in a separate window named
VPSConfig or on the admin web page. We will discuss here only about the VPSConfig
application because the web page is very similar to this.

2 ¥PSConfig = =1olx|
File:
- W Clignts e l -
- PCZPhone Clients
- @K fRegistrar Clients 2
- CallBack Clients = Cller.rts '
- IWR Clients Cligrt type Al
- DialingPlan Login
- Tariff to DNIS ZIRoutes |
- Calls Route type &l
- Failed calls Route name
[ Tariffs =l Date |
- Gateways Period _AII
- @K fRegistrar From
-~ MaipSwitch settings To
- H323 settings =l Type
- 5IP settings Sum
PC2Phane settings Average [}
- CallBack setti!ﬂgs P O
- Callshop settings Feriod LI
- YoipBox settings
- fAukornatic user generation
- Database settings
- WatchDog
- Statistics
- Payments
- Callshop
Ready o o

Picture 9 VPSconfig
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This window is organized with left side as an index for all settings while the right side
will show the details.

First rule you have to remember is the main call flow in Voipswitch is from “Clients”
towards “Gateways” or “GK/Registrar”. So “Clients” will send calls to Voipswitch while
“Gateways” and “GK/Registrars” will terminate them.

First thing to do in VPSConfig is to create the termination accounts. If you will have
to send calls to termination gw in direct mode then create an account in Gateways. If the
remote device is a gatekeeper and you will need to register first to it then create an account in
GK/Registrar.

Gateways

In this section you have to define the termination gateways where you will send the
calls. To these gateways defined here the Voipswitch will send the calls in direct mode (IP to
IP).

—Gateway data —Connection properties
i ATAL

fdd

Supported codecs

G723

Gateway descripkion

! 83 . 16 . 55 . 100 Remave

IP number ! G729

! GEM
Port il

| o Chanige

i

¥ Active

i— @ Hizidevice ¢ SIF device
Call's limit 0
[ Calculate cost H323 ID ! user@pass

Tariff : i i ¥ FastStart

Gateway description isalabel for the terminating gateway.

I P number is the IP address of remote terminating gw.

Port on remote gateway where to send the calls. Standard port for h323 protocol is 1720 and
for SIP 5060. Y ou have to change the port manually when you change the protocol.

Active sets the gateway active or inactive.

Call ’s limit sets alimit of maximum simultaneous calls that V oipswitch is allowed to send to
this terminating gateway. Zero means unlimited calls.

Calculate cost and Tariff fields are not used yet. This function is under construction.
Supported codecs — select here only the codecs accepted by the remote gateway.

H323 device — SIP device to select the protocol that Voipswitch will use when sending calls
to this gateway.

H323ID and FastStart are options that can be set when you select H323 protocol. H323I D
can be required by your termination carrier to be sent for authentication. If not required is
safe to be left blank. FastStart is a specific h323 protocol feature that enables faster call
connection and advanced in-call options like call on hold and forwarding. You have to ask
your carrier if histerminating gateway accepts this feature.
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When you select SIP protocol you will be presented with Username and Password fields. Set
them according to the terminating carrier requests or left them bank.

GK/Registrar

In this section you will define the terminating Gatekeepers or Registrars.

Voipswitch will use these details to register first to the remote Gatekeepers or
Registrars. After you create the GK/Registrar account you can go to the main Voipswitch
window and click the button Relog to gatekeepers from Gatekeepers sub-window to force
Voipswitch to try to register immediately.

—Gatekeeper [Reqistrar properkies ————— - Connection properkies
Supported codecs Add
Bl b | GatekeeperDemo S - e
7 Remowve
66 . 165 . 180 . 100 h [
P ber : = |
nurnbet | ‘ e N
| = Change
Part 1719 T [ q
T Ta L I ¥ Gatekeeper " Reqistrar
W active Hepsp: |
[ calculate cost |
elid |
Tariff : I _I .
Gk name | Yeish
IV Faststart

Description field isalabel for the termination account.
I P number sets the remote GK or Registrar |P address.
Port where to send the registration request (usually 1719 for h323 Gatekeepers and 5060 for
SIP Registrars).
Time To Live in seconds. It sets the amount of time until Voipswitch will check again if the
remote GK or Registrar still accepts calls. Is good to se this value smaller or equa than the
value set on remote side.
Supported codecs accepted by remote side.
Gatekeeper (h323):

H323 1D, el64, GK name, FastStart — consult your carrier about these settings. If not
required leave them blank. But you should set at least GK Name and FastStart.

Registrar (SIP):

User name, Password, Domain user, Domain — consult your carrier about the values
in these fields.
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Now let’s talk about the “Clients’. They are divided in few types depending of the
authentication method and purpose.

So you will find:
- GWrclients for users authorized by IP or H323ID
- GK/RegistrarClients for users that will register with a user/pass to Voipswitch
Gatekeeper or Registrar
- Callback clients for callback purposes
- IVRclients for users who will be asked for PIN to authorize

All client accounts have similar settings, so most of the features will be discussed only at the
first client type.

Each client has to have one and only one Tariff. So before you create a new Client
account it is good to have the tariff prepared.

Therefore | think it will be good if you learn how to set the Tariffs from beginning.

But before we start you should note that anywhere in VPSConfig if you want to create

a new record you should start by selecting an existent one. Then change al settings as you
wish for the new record and click Add button from right side.

Tariffs

Clicking on Tariffsin VPSConfig will display the following properties window:

—Tariff's properties

Add
Tariff name ITEStT aniff _J
Remave
Mimimal duration {in seconds) I 30
Change

|5

Resolution (in seconds)

Surcharge time (in seconds) I o

Surcharge amount I o

Here you can modify the general settings for an existent tariff, remove it or create a new one.

Minimal duration field denotes the minimum time that each call will be charged. The value
of thisfield isin seconds.
Resolution field sets the billing interval. The value is al'so in seconds.
For example if you set Minimal duration 30 and Resolution 6 each call will be charged
for a minimum of 30 seconds even if it lasted 2 seconds. All calls longer than 30
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seconds will be charged in 6 seconds intervals according to the rates set for each
destination.

Surcharge time and Surcharge amount will set extra billing for the beginning of each call.

During the time you set in Surcharge time Voipswitch does not bill the call according
to normal billing. It charges only the amount set in Surcharge amount. After the
Surcharge time expires the billing will start asif there was the beginning of the call.
For example if the Surcharge time field is 10 seconds and Surcharge amount is 0.1
then first 10 seconds of each cal will be charged with 0.1 and only then the normal
billing will start.
Also if you want to charge all calls with same value here you can set Surcharge time
zero and Surcharge amount the value you want. In this way each call will be charged
with the fixed value (surcharge amount) regardless of its duration and the values for
Minimal duration and Resolution.

After you added atariff you can expand the Tariff tree and the name of the new tariff
will appear as a leaf. If you click on it, atable with rates will be presented on the right side.
Here you can enter the rates one by one or import them from afile.

Descripkion I L Add
B I : I Disable this prefix Remove
Yoice rake I 0.02] Change
Grace period I f

—Time span
From day : ISunday vI S lm o
Fraom haur : I 00:00 el W dImpT

To add anew rate you will need to fill the fields and click Add.

Description field is where you can enter a brief description of the destination, usually the

country name.

Prefix isusually the country code.

Voice rate is the price per minute. You can enter it in any currency but you have to keep the
consistency having all rates in atariff on same currency.

Grace period is a period of time, in seconds, while the billing does not begin. Within this
grace period the caller has the possibility to hang up without being charged. After this
period expires the call will be billed entirely since it was started.
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This is useful, for example, when you have a destination where the quality is not
always good and you want to give a grace period while the customer can hang up
without being charged if is not satisfied with the quality.

Time span can define the intervals of week days and hours while the current rate is active. So
for example you can charge differently same destination during the weekday or
weekend or during peak hours and off-peak hours.

To cover all possible hours leave the default settings. From Sunday 00:00 to Saturday
24:00.
Disable this prefix option is used when you don’t want to alow calls to a particular
destination. For example you can limit the access to premium numbers like 1900.

Tariff example: If we will consider two rates:

Description: Poland Prefix: 48 Voice rate: 0.05
Description: Poland cell Prefix: 4860 Voice rate: 0.20

this will result in charging the calls starting with 4860 with the rate for “Poland cell” in our
case 0.20.

All other calls starting with “48”, for example 4822, will be charged with the rate for
“Poland” 0.05 in our case.

Important: A call will be connected only if the prefix of the dialed number exists in the
tariff. All the dialed numbers without matching prefixes in tariff table will be rejected.

Importing tariffs

It is possible to import the tariff rates from a csv or txt file. For this you will have to
prepare the file in the following specific format (order of columns):

Prefix, Description, Rate per minute, From day, To day, Fromhour, To hour, Grace period

Please note that "From day" and "To day" values should be from O to 6 where O
means Sunday and 6 Saturday.

Be sure you do not have column names in the text file, and the separation of the fields
is either comma or semicolon. The file should contain only pure data no other comments or
column headers and data should start from first row. Also Description field should not exceed
25 characters.

Usually you can work this rate file in Microsoft Excel and save it as csv.

The resulted file should look like this:
355,Albania,0.203,0,6,0,2400,0
213,Algeria,0.194,0,6,0,2400,0

2131,Algeriacellular,0.189,0,6,0,2400,0
684,American samoa,0.119,0,6,0,2400,0
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376,Andorra,0.069,0,6,0,2400,0

When you have the file ready, upload it on the Voipswitch server, and from your tariff
settings in VPSConfig press I mport button. You will be asked to select the text file. If there
will appear an error, VPSConfig will stop the importing process and announce the error.

The records from the file will be added to the existing records in the tariff.

If you will want to replace the existing rates, then remove them before importing.
There isaRemove all button there that will delete all rates in that tariff for your convenience.

Now that you have the tariffs ready you can proceed to create Clients.

GWeclients

The GWClients are used for voip devices that will send calls to VoipSwitch in direct
mode (or IPto IP). They will be authenticated either by the IP address or by the H323ID.
GWeclients can be either h323 or SIP. The only condition isto send the callsin direct mode.

—Log —Account
i Add
Login |Gah‘.-’ Tariff : ITestTanff _I
e |test1 Remairing funds : I 111.117 Remove

IP numbers : &0.90.100.110 Add payment Change

§5.95.105.115 - y
—iConneckion properties

Remaove IF I Supported codecs

Primary codec G729

Add 1P | [e5 . o5 105 . 115 GT23 1 cd
G729 v

¥ PIMsource  PIN prefix I GEM L]
G711 ]

v active ™ authorize by logingpassword Uze cliert codec v

Dialing plan prefix | |

Tariff prefix | : |

[ Connect client immediately

L og section:

Login field is the username for this account.

Password is the allocated password.
These 2 fields will be used to access the web page to see the CDR’s.
Also the Login@Password combination is used to match against the H323ID sent by
the client in case that “Authorise by login/password ™ feature is enabled.
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IP numbers is the list with allowed IP addresses. Y ou can set here an unlimited number of
addresses but an IP can be enabled only for one GWClient at atime.
Under the | P numbers list there is a field where to write the new addresses to be added
in the list. Use the Add | P button after you fill it.
To remove an IP from the list select it first and then click Remove | P.

PIN Source
This feature, if enabled, will grant access to IVR prompts for the GWClient. By default
all users can access IVR prompts only to hear the balance. But for other prompts, like
ask for PIN or ask for destination number, PIN Source has to be enabled.

PIN prefix

It is used to define an internal prefix so different clients can use same PIN. For
example if 2 clients will want to use same 1234 PIN then we can differentiate them by adding
this PIN prefix in front. If PIN prefix is set to 1# for one client and to 2# for another client
then users will both dial 1234 but each will be matched against 1#1234 or 2#1234 depending
on origination GWclient account. The PIN number entered will be matched against the
password field of an IVRclient.

Active
Thislet’s you enable or disable this account.

Authorize by login/password

If this feature is enabled, calls will be allowed also from gateways that send an h323id
like Login@Password where Login and Passwords are the values of the fields set for this
client. The separator “@” can be changed in H323settings section. Also “Users can log by
H323 ID” in that section has to be enabled for this to work.

Account section:
Tariff

In this field you will have to select the tariff for this client calls. You can do this by
clicking on the 3 dots button and select a previous created tariff from the pop-up window that
will appear.

Remaining funds

Here is showed the balance of the current account. At the beginning the balance will
be zero. And you will be able to add payments only to accounts that are saved in database
(already created).

Add payment

So for already created clients you can press this button and a new window will appear
where you can adjust the balance of this client. You also will be able to see a history of all
payments there in the List of payments.
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Mew payment I ﬂ

—List of pawvments

honesy |Date of payment |T':.-'pe of payment | :_I
2 10.0000 9045,2005 PrePaid |
30,0000 8430/2005 6:35:52 PM - PrePaid
E 10.0000 553052005 6:35:10 PM - PrePaid —i
iz 10,0000 5.30/2005 6:34:53 PM  PrePaid
: 10.0000 5430/2005 6:34:47 PM - PrePaid Li

—Payment params

Type : |_F'"3F'c"i'2| ~| amount : | 100 Date: |3/28/2005 =

Credit Add new paymenk | | Close l

Return
Return credit

There are 4 types of payments available: PrePaid, Return, Credit and Return Credit.

With Prepaid and Credit you can add money to the account and with Return and
Return Credit you can subtract.
Prepaid will add money to the balance and will cut the calls of the user when the balance
reaches zero. Y ou can subtract money from the amounts added with Prepaid using Return.
Credit is adding credit to the account and the calls will be stopped only when the balance will
reach negative value of Credit added. You can subtract from Credit amounts using Return
Credit.

Example:

Let’s say we want to add 100$ to a client as prepayment. We will select type Prepaid Amount
100 and leave Date the current. Then we click Add new payment button.

The new amount will appear listed in the List of Payments.

Later let’s say we find that we should add only 80$ and not 100$. So to correct this we will
have to subtract 20$ for the balance. For this we select Type Return, Amount 20 and click
Add new payment button.

Now the List of payments will show this amount also as Return and the total balance of this
account will became 80%.

When the user makes calls the balance will decrease according to Tariff rates until it reaches
zero. Then all the calls will be stopped and no new calls will be allowed.

If you have another client that you want to give Credit, for example 503, you will select Type
Credit, put Amount 50 and click Add new payment. 50$ will appear in the list as credit.

If you later want to make his credit only 20$ then you select Return credit as Type, you put
Amount 30%$ (to be subtracted) and click Add new payment. The resulting balance will be
20$ credit.

The calls of thisuser will be allowed until the balance became -20$.

Connection properties section:
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Supported codecs

Allows the selection of 4 codec groups depending on what client device can support.

One codec has to be set as primary and it will be the default codec.

Voipswitch supports group of codecs, meaning that if you select g723.1, al kind of
g723.1 codecs will be alowed, including g723r63 and g723r53. Same thing for other codec
groups.

After selection of the codecs you can enable Use client codec to let VVoipSwitch negotiate the
right codec from the list with client device. Of course client’s device has to be able to
autonegotiate codecs.

It is important here to mention that VoipSwitch acts differently in “proxy all” mode
and in “proxy only signaling” mode. In “proxy al” VoipSwitch does not alow codec
negotiation directly between endpoints and instead will negotiate itself with each endpoint in
part. While in “proxy only signaling” the endpoints can negotiate directly the codecs, being
possible to choose any codec that both endpoints support even those that are not listed in
VoipSwitch settings.

Dialing plan prefix and Tariff prefix

These fields are useful in VoipSwitch internal routing and billing plan. They can
accept ssimple prefixes values that will be added in front of dialed number or complex
replacement rules with the rule “A->B”: if dided number starts with A, replace A with B,
where B can be nothing.

There is aso a helping pop-up window if you press the 3 dots button that will help
you to create the rules:

Rules for changing string T 5]

* Farward From client

i Always send |

" Change

[ ¥ denotes any character )

prefix | i leave it emphy if wou wank just
to add prefix From "ta” Field)
{leawve it empty iF wou want jusk

ko | ko remaove prefix from "prefix”
Field)

add suffix I

Zancel |

You can write down the value of Dialing plan prefix or Tariff prefix directly (if you
know the format) or you can use the helping window.
The options from helping window are:
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Forward from client is equivalent with an empty prefix field and it will forward to tariffs or
dialingplan exactly what was received from client.
Always send will fill the prefix field in the format “!1123” where 123 is the number desired to
be sent. That means that the entire dialed number received from client will be aways
substituted with this number you define here and then sent to tariff or dialing plan depending
on prefix field name.
Change will fill the prefix field in the format “X->Y[Z” where X is the prefix field from the
helping window, Y is the change to field and Z is the suffix. What means this? If the dialed
number received from client starts with X then replace it with Y and add Z at the end of
entire number.

If you want to write directly the value in prefix field you can omit “[2” if you don’t
want to add a suffix. Also if you want to add only a suffix then the format will be only “[Z”.

For better understanding of this mechanism consider that the client (in VoipSwitch,
Clients are originators) send a call to VoipSwitch. First, VoipSwitch will want to know how
to bill this call depending on the destination so will have to search in the tariff allocated for
this client a matching rate. Here comes the help of Tariff prefix when you want to do specia
things. For usua cases when the client is dialing exactly with the prefixes you have in tariff
you will leave the Tariff prefix empty. But when the client dials with 00 and in your tariff
you have only prefixes without 00 then you enter a replacement rule in Tariff prefix field like
“00->”. Thiswill cut the 00 if exists before the number is sent to Tariff to match arate.

Also you can consider the case that your client always dial without 00 while in your
tariffs you have all the prefixes starting with 00. In this case you fill the Tariff prefix with the
value “00”. So 00 will be added in front of all dialed numbers received from client before
they are sent to Tariffs to match arate.

Y ou can imagine how useful is this because you will not be forced to create one tariff
with 00 and another without 00 with same rates. And then from time to time to be forced to
update both.

Now that VoipSwitch found the rate and knows how to charge this call will try to
send it to Dialingplan to find a matching route for dialed number prefix. And here again we
can have a lot of help from the Dialingplan prefix field. Before the number is sent to the
Dialingplan for routing we can modify the dialed number by adding a prefix (interna tech
prefix) or changing some digits.

Let’s take same example when the client dias with 00 and let’s consider that in
Dialplan we have only routes for country codes prefixes. In this case we will fill the
Dialingplan prefix field with the value “00->”. That means we will cut 00 (replace 00 with
nothing) from numbers dialed by client before we sent them to the Dialplan routing. And this
is even better because the client can dial either with 00 or without 00 while this replacement
rule will cut only if 00 exist at the beginning of number.

Of course you can leave Dialingplan prefix empty if you have routes in dialplan
exactly for what the client isdialing.

But you can create separate rules for each client by providing a different Dialplan
prefix. For example we want to route all calls from client A through destination gateway G
and all calls from client B, to same country, through gateway H. So we will give to client A a
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Dialingplan prefix like for example #11# and to client B a Dialingplan prefix like #22#.
Then in Dialplan all we have to do is to create routing rules for telephone numbers starting
with #11# and #22#. We will know that calls with #11# are coming from client A and those
with #22# are coming from client B. So we can route same country to different termination
gateways without clients to know using the Dialplan prefix as an internal tech prefix.

Connect client immediately

Enable this only when all calls of a client do not connect to any destination. This will
open the media channel immediately after routing but in most of the cases will generate aso
false billing cause the calls will be declared answered immediately.

So this feature is for extreme cases only. Do not use it for normal users.

Pc2phone Clients

Thistype of client is for pc2phone dialer and web2phone page access only.

Pc2phone is a proprietary application that allows clients who has a valid pc2phone
client account to connect to the Voipswitch and initiate and also receive cals. This diaer
uses particular communication ports and is not compatible with other systems.

The settings for pc2phone clients are very simple and the fields have same meanings
as for GWoclients. Pc2phone application is always using g723.1 codec group so there is no
need for codec settings also.

The only new feature is Show common clients accounts and you will find this in all
other type of clients from now on because the Common clients are a specia type of clients
that can be used to gain access as any of these types of clients. Common clients have a
separate setting section that will be discussed later and that section can be accessed from any
type of clients by clicking Show common clients accounts.

GK/Registrar Clients

This client type is used for those devices behind NAT, or those that change the IP
often or simply want to register with auser and pass only.

The client will have to configure his device to register to Voipswitch’s Gatekeeper
(when using h323 protocol) or Registrar (for SIP protocol) using the user and password he
received. Also he will need to enter in his device configuration the IP of Voipswitch and the
Gatekeeper name that is by default “Gatekeeper” (in case he uses h323).
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[~ show common clients accounts

—Log

Login | Dema

Password | | kest

W active
[ only one call

— Accounk

b | TestTarif

J &dd

Remaining funds : I =0

Add payment |

Remove

Change

—Device bype
" H323 device
¢ SIP device

The majority of the fields here are the same as for GWclients.
The new options are:

—iZonneckion properties

Supported codecs
Primary codec G729
GT234

Jull

G724 [v]
m

|

M
G
Usze client codec |_I

Dialing plan prefix |

Tariff prefix |

[~ Conmect client immediately

Only one call that force the client to send only one call at a time. If client has aready an
active call, all other attempts to connect will be rejected. This is very useful to fight against
delaysin signaling and overlapped billing records for same client.
Device type with its two options H323 device and SIP device allows predefining which
protocol will use this client. So if SIP device is selected, calls coming as h323 will not be

alowed.

Show common clients accounts option has the same meaning as in pc2phone clients.

Callback clients

Callback client accounts are specially designed for callback service. A callback has 2
telephone legs, one to the origination number (source) and the other one to the destination

number.

[ Show common clients accounts

—Log

Lagin ¢ I testp
Passward : ItESt
v active [ only one call

Account

Tariff :

Remaining funds ;

—Conneckion properties

[
Source dialing plan prefix I@

Source kariff prefix

IWhoIesaIeUSDE l Add
| 9,850+ Rermaoye |
Add payment I Change |
Destination dialing plan prefix |@ _J
Destination tariff prefix | J
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That’s why the callback client settings have separate settings for each call leg, source and
destination. Otherwise all the fields have same meanings as before.

IVR clients

IV Rclient accounts are designed to meet the needs of those calls that will be answered
with IVR prompts and will be authorized either with a PIN code or with the CLID
information.

Therefore when the system will ask for PIN it will compare the received number with
the password of an IV Rclient account.

Or if the Recognize by ANI option is enabled the system will compare the ANI (or
CLI) number with the Login field of an IVRclient account.

If a match will be found the system will allow further calls at the tariff set in this
matching IVRclient.

[T show comman clients accounts

-Log

|123

Login
Password | | 1234
V¥ Active ¥ Recognize by AMI

—Accounk

Tariff :

Remaining funds :

| TestTarif =

[ Tariff ko DNIS
| 9,265

Add payment |

Add

Remove

Change

—iConnection properties

Dialing plan prefix

Tariff prefix

|
'Ll
LEFE]

| have to remember you that, to obtain IVR prompts for authorization, a Gwclient
needs to be used and the option PIN source must be enabled for that account.

Common clients or Shared clients

This type of client was made for those cases when you need to give access to your
clients to all kind of services (GK registration, Pc2phone, Callback, IVR) using only one
account. Thisisuseful in order to maintain one billing account per customer.

This type of clients can be created from a separate section that is showed only when
you click Show common clients accounts option. You will find this option in all the sections
that common clients cover. That means in PC2Phone clients, GK/Registrar clients, Callback
clientsand IVRclients.

By clicking this option the table with common clients will open and you will be able
to add new common clients or admin the existent ones. For each common client account you
can set all options that you could set for all other type of clients that are covered.
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Dialingplan

This is the section where the routing settings are made. Here you can decide where to
send a call depending on the prefix of the dialed number.

Telephone number I feL

Prioriky I 1] ii Proxy all, forvward call signaling and H245 channels
Proxy call signalling and H245 channels, no media proxy

OOOEg

—Deskination oy call signalling only, no H245 and medis proxy
¥ External gateway |tennrtest J i
Connect independently, media proxy E
" Internal gatekeeper | J Connect independently, no media proxy D
" External gatekeeper | J
{  peephons liser | J Add Change Remove
‘o YoipBox | J Conneckion properties
- Rules For modifving client's data
|En_q|:sh J
=anguage DN:001-> o

Special properties INc-ne j ™ MediawaitForConnect

Telephone number field is the prefix of the telephone number to route. It can be also the
entire destination number.
In Dialingplan you can define multiple routes for same destination in case you want to
have backup for example. The routes are chosen in the following order:
- thelongest Telephone number match is selected first
- and then the rule with lowest Priority number (zero isthe first, 1 isthe second...).
Priority can take integer positive values starting with 0. The rule with priority O will be
selected first if the Telephone number is matching the destination number (prefix).
If there are multiple rules for same Telephone number with same priority they will be
chosen in the order they were introduced in database.
Destination defines where to route the call if the Telephone number was matched.
A call can be sent to:
- an External gateway defined previously in Gateways section,
- an Internal gatekeeper client defined in GK/Registrar section and registered in
the system,
- an External gatekeeper defined previously in GK/Registrars section,
- an existent PC2Phone user,
- to the VoipBox, that is an external application that can generate IVR prompts.
Special properties
- none: special properties are disabled
- do not jump : when you have multiple rules for same prefix you can enable this
option to stop the hunting when the call will fail through the current rule.
- Prefix not allowed will disable all calls to the prefix defined in Telephone number
field.
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- Route disabled : with this option you can temporary disable a route without loosing
the settings.

- Map DNISto GK/Registrar accounts

- Map DNI Sto PC2Phone accounts

- Map DNISto common clients accounts

All these Map DNIS to... features will automatically route the calls to the
GK/Registrar or PC2Phone or Common client account that will have the Login as
the dialed number.

So, for example, to route cals internally between all your pc2phone clients all
you need to do is to create the pc2phone accounts with distinct numbers as Login
name and then add a Dialingplan rule having Map DNIS to PC2Phone accounts
enabled.

! When creating this Dialingplan rule you can select anything as Telephone
number or Destination because these fields will not count in the routing process, but
they need to be set!

Proxy settings

- Proxy all, connect independently: origination and termination endpoints do not see
each other, the VPS connects independently with each endpoint then conference them
together.

- Proxy all, forward call signaling and H245 signaling channels: the signaling and
media will still be passed through Voipswitch as in first rule. The difference between
this option and the previous is that the call setup received from the client is sent to the
target gateway. So the two endpoints can use more codecs if they both support them
(even if Voipswitch do not support it). Also, information coming from a client
through h245 channel is forwarded directly to the termination gateway. So H245
tunneling can be used (if both endpoints support it).

- Proxy call signaling and H245 channels, no media proxy: only signaling
information and H245 channel are passed through the switch, media packages are sent
directly between endpoints.

- Proxy call signaling only, no H245 and media proxy: in this mode only signaling
information is passed through switch. All the rest are flowing directly between the
two endpoints.

Rules for modifying client’s data

This field is complex and allows modifying different call settings last time before the
call is sent to the termination gateway.

At the end of this field is a button with 3 dots. This will open a helping window that
will guide you through the possible settings for thisrule.
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Call strings E |

Dialed number |

IE Display |

IE Calling party number |

H3Z3 ID |

corel_|

As seen above, with this rule is possible to change the Dialed number, Caller ID or
H323ID. Clicking the 3 dots buttons at the end of each field additional windows will help you
to set correctly the rules.

For example termination gateways require often receiving the dialed numbers with a
tech prefix for authentication. If your dialplan rule was for a telephone number 1214 for
example and the termination gateway needs to receive atech prefix like 444# plus O then the
Diaed number helping window will show like this:

4 Rules for changing string : e : x|

™ Forward From client

i~ Always send |

¥ Change
| T [ 7 denotes any character )

prefix i leave it empty if you wank just
ko add prefix From "to” Field)
{leave it empty if wou want jusk

ta | 401214 ko remaove prefix From "prefix"
Field}

' add suffix |

carel_|

As you see the original telephone number 1214 will be changed into 444#01214 and
then will be sent to the termination gw.
Also you can write directly the replacement rule in the previous window. Like:
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Call strings 10 E x|

| 1214->444801214 -l

Dialed number

=
 IE Display | &
IE Calling party number | -
Haz3 ID | =

(o) 4 I Zancel |

|E Display and |1 E Calling party number are 2 fields from H323 protocol that refers
to Caler ID information. If you want to modify the callerlD sent to termination you should
modify either one or both fields depending on termination provider (some accept first field
others work with the second field).

H323I D sent to the termination gw can be modified or defined here a so.

Note: All these h323 field changes will be taken in consideration only when routing h323
calls! If you want to modify the caller ID for a SIP call then first route it as h323 to own and
then forward the information to termination gw as SIP!

MediaWaitForConnect if enabled will make Voipswitch to instruct the origination device to
generate fake ring tone while waiting for connection. Not all devices can generate fake ring.
But Cisco ATA and others like that can, so this helps sometimes when remote gateway do not
send proper alerting.

Tariff to DNIS

With this feature you can bill differently the IVRclients depending by the access
number. To activate this feature for an IVRclient you will need to enable Tariff to DNIS
option in that IVRclient account settings (see IV Rclients picture).

You can define here in Dialed number field different access numbers and associate
with them tariffsin Tariff field.

All the authorized IV Rclients coming on one of the access numbers defined here will
be billed according with the associated tariff defined here (and not to the tariff defined in
IVRclients).
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Calls and Failed Calls

Calls section displays the list of all the calls made in a given period. For each cal there is
detailed information on the duration of call, cost, name of the client, route the connection
utilized and many other useful information. By using filters only the desired records can be
displayed e.g. in order to generate CDR for a particular client. “Export” button enables saving
recordsto csv, xls, html or xml files.

- ¥PSConfig . i ] 5
File  Vigw
-G Clients Calls, total records: 1015 Mo Filter |
=EC2Rhone C"ETS Caller.. [+ || Called number ||| Duration [*]|C...| Call end [Cost  []|Tariif | Taift pr... ||+ | Route de
""Ekﬁ:egfgar f'e”ts p [Hasem | 2088922130 27 612 62312004 5:26:02 PM 0.0699 tier 1 - naee 20 4 arkinetz
- CallBack Clisnts —
- FIN Clients 21733 94735735967 1 Bf2 B£23r2004 5:23:53 P 0.0679 tiert 9473 10 arbingt2
. DialingFlan pinfz36d 17326426247 129 6/2 6/23(2004 5:25: 0.0860 YourThing 1 5 aveniura
- Calls pinE2364 1732 :. 5‘ R20 YourThing 1 E aventurar
Failed calls 21733 947E = E74 lierl 94738 9 arbingt2
— e name ———————— ]
- Tariffs MNasem  208f |—columnsto be cxported | b3S tier 1 - naeel 20 3 arbinet? _|
- Gateways B QA caller_login hd |C:\Documents and Sett\ngs\.ﬂj H17 tier 1 - nacel 96 8 arbinet
- (zatekeepers =i called_number id
2733 947E - o Exportto—— /35 fier1 2478 12 srhinet2
- WoipSwitch settings — . duration ha . -
; Maeem 2082 vl 14 tier 1 - naee 20 5 arbinet2
TS setlings | e [t = A 19 tier 1 0 3 arkinet2
- SIP settings b ikl = call_end v Ctil et faticlls
- PC2Phone settings 17253 9182 e = b3 tierd o 1 arkinet2
. CalBack settings |273 eare [T v ha7 tiert 2478 13 arbinet2
- WoipBox settings tawitf_prefis v =
- Aukomatic user generation pd | L4
Database settings raLte_descrigti v 114355.00
Wachpog caller_id vl 112,67
s atatistics —Diate filter caller_jp_niumb vl E==
Cliert type [v|
* Tod =
£ Route type Cd i
—Call data —
= Refresh |
Called number 4
T | ERiEsl Q=i Caller IP namber ;. T Clear |
YoipSwitch 1.0
calend I 17i26:02 23.06.04 Caller 1D | p
all end | - —_ Xport
. Addtionaldata ———————————— £
00:00:27 i
Call duratior ; | Hletiiarbe arbinet2
| 0.0699 - ; tier 1 - nasem
Cost of call Call's tariff :
20
Tariff prefix :
Ready UM v

Below the list there is information on total cost of all cals, average cost of acall, total time of
calls and average time of acall.
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=lol x|

Wiew
- G Clients Callz, total records: 1015 Mo Fitter |
Reethone C"eTts Caller || Callectnumber [ ]| Duration []| C... Callend [Cost  [¥]|Tarift [ Texift pr... | P[] Route de
EKﬁ:egfgfar f‘e”ts Maeem 2085322130 27 B2 61232004 5:26:02 PM 0.0699 tier 1 - nagel 20 4 arbinet2
- CalBack Clisnts —
- FIN Clisnte 21733 94TEET 55967 1 62 62372004 5:23:33 P 0.0679 tiert 9473 10 arhinet2
. DialingPlan pinG2364 17326426247 129 620 62372004 5:25:42 PM 00660 YourThing 1 9 avertura
. Calls pinE2364 17326426247 7 B2 62372004 5:23:21 PM 00220 YourThing 1 B averturs
- Failed calls 21733 94738755967 1 B2 BS23/2004 5:22:22 PM 0.0679 tiert 94738 9 arhinet2
[+ Tariffs Maeem 2088920236 272 B2 BI23/2004 5:23:14 PM 06435 tier 1 - naee 20 3 arbinet2 _I
- Gateways Maeem 953513330621 124 B2 612372004 5:19:45 P 04617 tier 1 - naee 95 g arhinet2
Ga_tekea":“ 21733 S4TEETSS96T 297 B2 6232004 52203 PM 06795 tier! 9478 12 arhinet2
o et Breeen POl
P settingsg Magem 2093681325 T G6/23/2004 5:16:29 PM 04113 tier 1 - nase 20 3 arhinet2
- PC2Phane settings 17253 918322755299 422 B2 B/23/2004 5:21:03 PM 09223 tiert 91 1 arhinet2
. CallBack settings 21733 Q47SETES0ET 43 B2 BAII2004 5:14:44 P 04057 tierl 2478 13 arbinet2
- MoipBox settings X
- Bukomatic user generation L4
- Database settings
- itatchDiog
- Skatiskics —
- Date Filker
* Today ™ Last week 1~ From: |E"""I /2004 ﬂ Tao: |E"’23"’2EIU4 j
—Call data —Caller data
| 2093870367 : I Nasem sl e |
Called number : Caller login :
I 54,90,160, 106
cal start : I 17:17:04 23.06.0¢ Caller IP number : Clear |
YoipSwitch 1.0
I 17:22:49 23.06,04 Caller 1D ¢ I 2
Call end | L i T ——
—Addtionaldata ————————————
I 00:05:45 i
Call duration ! Used route I arbinetz
IU.8114 T Itler 1-nasem
Cost of call Call's kariff :
I 20
Tariff prefix :
Ready [ HUM Y

Failed calls section is organized similarly with the exception that it presents different set of
information. Connections that have faled, for various reasons, are displayed here.
Description of errors and release reasons helps identifying the potentia problems
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=10 x|
File  Wiew
oG Clients Failed callz, total records: 1061 Mo Fitter 4|
7 BCaRhone!Clishts Caller login [=]|caller P ...[*]|Caller I | Called number [ ||IE errar nu... [*]|Release re..[ ¥ | Call start | Raute desc.
""gKﬁ:egngar E"e”ts Nasem £4.90.160.108 YolpSwitch 1 2098250635 17 -1 612372004 5:30:11 P arbine2
o _alinac IEMNCS —
BTN Cliente hagem 64.90.160.106 YoipSwitch 1 2096250836 17 -1 BI23/2004 5:29:52 PM arhinet2
- DialingPlan Magem 64.90.160.106 YoipSwitch 1 2096250836 16 -1 BI23/2004 5:29:30 PM  arhinet2
- Calls Magem 64.90.160.106 YoipSwitch 1 2096250836 16 -1 BI23/2004 5:29:02 PM  arhinet2
- Failed calls Maeem E4.90.160.106 YopSwitch 120 -2 -2 BI2352004 5:25:07 P No Gateway
[#]- Tariffs Maeem 6490160106 VaipSwitch 120 a4 -1 B[23/2004 5:28:06 PM Primus1
- Gateways Magem 64.90.160.106 YoipSwitch 1 2096250836 16 -1 B/2372004 3:27:40 PM arhinet2
- (atekeepers pycybercatel Z16147.153.2 Customer 17184154137 16 -1 Bf23i2004 52501 P arbinet2
:;'ngw't:th setthgs pycybercafel 216147.153.2 Customer 17184154137 16 A 6123/2004 5:24:40 PM  arbinet2
Serlings —
P settingsg Magem 6490160106 YoipSwitch 120 -2 Mo Gateway
PC2Phene settings > Blvopswiteh 20 | ] 1
- CallBack settings Maeem £4 90160106 YopSwitch 1 20938703958 16 arbinet2
- YoipBox settings Maeem 64 80160106 YoipSwitch 1 20935870398 16 -1 BI2372004 5:23:31 PM arhinet2
- Automatic user generation | | _Iﬂ
- Database settings : L
- \itatchDog —Date filker
#atatistics & Today  Lastweek  © From: |"-;"'l‘I 42004 j To |5""23"'200‘1 j ‘
r—Error description —all data
IE error number I34 Called number : I20
IE error description ! et 17:24:96 23.06.04
Mo circuit/channel available. The ;I
connection cannot be established because
tnﬁga;ﬂr\npriata channel is avalable to take _ _Caller data
e I Masem
ReleaseComplets reason : Caller lagin :
Unkn 3 |64.90.160.106
CETRE et Caller IP number :
{= i I\-'oi Switch 1.0
Routing data Caller 10 : P!
Primus1
Used gateway ! §
Refresh I Clear Failed calls | Export |
Ready UM &

Statistics

In the Statistics section all the connections are displayed both successful and failed in agiven
period of time along with ASR, ACD and PDD indexes. It is possible to limit the statistics to
the selected, desired information e.g. calls sent only to the particular gateway, particular
prefix or statistics referring only to one client.
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File Wi
- W Clients Date Time User
- PC2Phone Clients = al
" 5 - i
- GKRedistrar Clients Prefix; From: [6/23/200¢ <[ || From: [1200:004M 3]
: W Clients
- CalBack Clients ~ _
- PIN Clients Gateway: | || T e300 =] || e [115353PM 2 iR
- DialingPlan J
- Calls
ik cals Clear | Caleulate I
[+ Tariffs
- Gateways
- GGatekeepers Called number | Call start Call end |Rnute type |Rnute desc
- WoipSwikch settings Wallg 43.00 %
- H3Z3 settings Zcalls 2096250836 Bf23/2004 5:32:13 PM Failed External gatewy: arbinet2 GWIProxy o
- SIP settings Tatal 2079 2096250836 B/23/2004 5:30:11 PM Failed External gatews arbinet2 GWiFroxy ¢
RPN seftings Failed 1063 2096250836 6/23/2004 5:29:52 PM Failed Esternal gatew: arbinet2 GWIFrowy ¢
CalBack settings Ok 1016 = =
z 3 2096250836 Ef23/2004 5:29:30 PM Failed External gatewn: arbinet2 GWIProxy ©
- WoipBox setkings =|Duration [
i ; 2096250836 E/23/2004 5:29:02 PM Failed External gatews: arbimet2  GUWIProxy ©
Automatic user generation Total 1911 min 7 =—|
Database settings i FgerEgp | 20 Bi2372004 5:28:07 PM Failed GAMIProxy ©
- MiatchDiog 20 B/23/2004 5:28:06 PM Faled External gatews: Primuz1 | GWiProxy ©
iz Median 0min 32 s8c —
-+ Statistics 7 2096250836 Br2372004 5:27:40 PM Failed External gatew: arbinet2 GWIProxy o
Longest 43 min 37 se1—| -
Shartetst Fyrm— 2083922130 Br2372004 5:23:33 Ph B/23/2004 5:26:02 PM External gatews: arhinet2 GWIProxy o
=POD 17154154137 Ef23/2004 5:25:01 Ph Failed External gatesw: arhinet2 GWiProxy o
Best Omin0sec | | 17184154137 Ef23/2004 5:24:40 PM Failed External gatesn: arbinet2 GWiProxy o
wiorst Omin 39 sec| |20 BI23/2004 5:24:37 PM Failed GWiProxy c
Average 0 min 3 sec 20 B/23/2004 5:24:36 PM Failed External gatews: Primus1  GWiProxy o
Median 0 min 0 sec 2093670398 Bi23/2004 5:24:15 PM B/23/2004 5:28:27 PM External gatesw: arbinet2 GWiProxy ©
04738755067 BM23/2004 5:23:52 PM G/23/2004 52353 PM External gatew: arbinet2 Client Pc2Pt
2093670398 62372004 5:23:50 Ph Faled External gatews: arhingt2 GWWProxy o
ATI2E426247 Gf23/2004 5:23:33 P Gi23/2004 52542 PM External gatews:  aventuraCED GHiRegistre
2093670396 Bf23/2004 5:23:31 PM Failsd External gatesw: arkinst2 GWIProxy o
94788755967 Ef23/2004 5:23:29 PM Failed External gatesn: arbinet2 Client Pc2PE
17326426247 Ef23/2004 52314 P B/23/2004 52321 PM External gatevw:  aventuraCED GHRedistrs
94788755967 Bf23/2004 5:22:59 PM Failed External gatew: arbinet? Cliert Pc2PH
= -
14| | 3
Ready UM 4
=10l x|
Fils  Wigw
- W Clients Date Time User
- PC2Phone Clients @ Al
- G [Registrar Clients Prefix: |44 From: |53'23-"2UU4 j From: |12-UU-DU AM zl !
: ~ Gw Clients
- CallBack Clients ~ )
- PIN Clients Gatewsyi | o | |Te: [6/23/2008 =[] [ 7o [11:5358PM 2 il
- DialingPlan J
- Calls
i Faledrals Clear | Calculate I
[ Tariffs
- Gateways
- (zatekeepers =l ASR | Call end | Route type | Route desc. | Cliert type | Lagin | FDD
- WoipSwitch settings Walue E4.00 %
-+ H323 settings Zlcalls ‘0656 PM B/23/2004 5:07:27 P External gatews aventuraCEQ GWiProxy clierd act226 3
SIP settings ot 02 0544 PM 612312004 5:05:55 PM Externial oatew | aventursCEO GyiProxy clierd 231 2
Ecﬁg'wk”e i?tt'”gs Failed 388 :05:35 PM B/2302004 5:05:54 PM External gatews  aventuraCEO GWIFraxy cliert act226 3
- Callback settings =
: i OK 718 0338 PM 6232004 5.04.33 PM External gatews aventuraCEO GWIProxy clierl aclz228 3
- MoipBox settings =l Duration A= - -
- Automatic user generation T e :02:22 PM Failed External gaterns: avertursCED GWiPraxy client act226 3
- Database settings e G i D | :01:46 PM Failed GAMProxy clien act226 3
- \atchDog c01:06 PM /2372004 5:02:27 PM External gatews  aventuraCEC GWPraxy clierd 2 3
i Median 0min 26 sec (—
-+ Statistics = (00035 PM BAZ302003 5:01:06 PM External gatews  aventuraCEQ GWiProxy cliend act226 4
Longest 34 min 32 serl |
Shartetst Omind sec -00:54 Pl Failed GHiRegistrar cli pin04171 o
E3 PDD = :00:35 PM Failed GHRegistrar cli pind41 71 o _I
:00:22 PM Failed GHRegistrar cli pin0d41 71 5
(0010 PR BS2302004 5:00:19 PM External gatewe: aventuraCED GWiProxy clierd act226 2
1536 PM BZ32004 4:59:29 PM External gatews  aventuraCEQ GWiPraxy clierd act226 &
5520 Ph B/23/2004 4:59:53 P External gatews:  aventuraCEC GWiProxy client aci226 4
156:45 Ph G6/232004 4:57:18 PM External gatew:  aventuraCECD GWiProxy clisrd act226 3
15641 Ph B/232004 4:57:00 PM External gatewss  aventuraCECD GWiProy clierd act226 £
5527 PM BS2352004 4:56:08 PM External gatewe:  aventuraCEO GuiProxy clierd act226 12
55018 P OBS2302004 4:56:20 PM External gatese:  aventuraCEC GWiProxy clierd act226 4
15347 PMBA232004 4:54:22 PM External gatews  aventuraCEQ GWiPraxy clierd act226 4
153:47 PM Failed External gatews  averturaCED GWiProxy clisni aci226 4
DB317 PM B/232004 4:54:20 PM External gatewes aventuraCECD GWiProzy clierd 23 2
! -
4 [» l_I
Ready TLIR >
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Exemplary scenarios

Wholesale termination

VoipSwitch allows managing inbound and outbound traffic in the wholesale operations. In
this scenario, VoipSwitch is a central point in the VoipSwitch’s network architecture that
accepts connections coming from the Voip’s gateways and gatekeepers, authorizes them and
sends further to gateways or gatekeepers that terminate calls. VoipSwitch keeps the account
of connection charges and controls clients’ accounts of prepaid or credit type.

Information on all the connections is saved in a SQL database. The chart below shows the

exemplary VoipSwitch’s implementation.

Gateway A

Gatekeeper C
\ VoipSwitch -
N
Media and signalling ﬂ_ /
Authorization |= rr
Call’'s routing

Billing !

Signalling message// D \

Gateway B SQL DB Gateway D

Media (voice packets) -

Picture 2 Exemplary scenario

Calls coming from the gateway A are authorized, based on IP address, and sent further,
according to the dialing plan, to gatekeeper C or gateway D. The connection is carried out in
“proxy al” mode. Both media and the signalling messages are transferred through switch.
VoipSwitch calcul ates the cost of each call based on the tariff assigned to aclient.
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The gateway B connects with the gateway D in “signaling proxy” mode; only the control
information goes through switch while media are sent directly to the target gateway.

Clients can make calls either from h323 or SIP devices.

VoipSwitch, acting as an h323 gateway, can register to multiple external gatekeepers
simultaneously.

In the example above, gateway A and gateway B are defined in “GWclients” menu.

Login and password are not used during the authorization process, however they alow clients
to access website with the information on the connections made and the current account
status. Gateways’ IP addresses are used for the authorization purposes. There are two
accounts types. prepaid and credit. Connection is automatically terminated by switch if the
set limit is exceeded.

Gateway D and gatekeeper C, to which the connections are sent from the VoipSwitch, are
defined in “gateways” and “gatekeepers” menus respectively.

Proxy modes are set in “dialing plan” menu.

Accepting connections from SOHO clients.

VoipSwitch allows authorizing the calls, coming from small Voip gateways or Ipphones,
based on the login and password (both for h323 and SIP). That enables providing services to
clients that cannot be authorized based on IP address (dynamic IP). Clients are able to send
calls either in peer-to-peer mode or register to VoipSwitch as to the gatekeeper. VoipSwitch
supports connections coming from both h323 clients and SIP.

For SIP clients VoipSwitch can be treated as a SIP proxy, SIP gateway or SIP registrar.

It is possible to carry out connections between H323 devices and SIP. Switch performs
conversion from h323 to SIP and from SIP to H323.
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Cisco ATA SIP registrar @ PSTN Gateway
SIP proxy ==l orsro
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In the above example ipphone registers to VoipSwitch as to SIP registrar. Cisco ATA is set
up to send the calls directly to SIP Proxy port, four ports gateway is registered to VoipSwitch
as to the h323 gatekeeper. All the clients that are registered can initiate calls between each
other and carry out outbound calls to Voip Gateway. Clients, calling in peer-to-peer mode
(regardless if they are h323 or SIP clients), are defined in “GWclients” menu; authorization is

conducted based on login/password pair. In case of h323 device, login@password string

needs to be entered in h323ID field in particular device’s settings (“@” acts as a separating
character and can be set up in VoipSwitch’s options).

Ipphones A that register to SIP are defined in “GK/Registrar clients” menu. Authorization is
based on login/password pair.

The H323 gateway, as in the example, registers to VoipSwitch as to the h323 gatekeeper.

Authorization is conducted based on the login@password string defined as an dias in the
gateway’s settings.

Calling from the H323 equipment

Voipswitch system works with the different type of VOIP equipment compatible with the
h323 protocol. VOIP gateways, or IP phones can connect with the system in two different

modes:
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Direct mode — gateway to gateway — in this mode switch functions as a gateway.

Gatekeeper mode — registering to the system as to the gatekeeper.

Direct mode

Direct mode is strongly recommended in the case of sending calls from the VOIP gateway
that uses many channels simultaneously. In this case switch functions as a h323 gateway and
the connection should be send to its IP address, to the 1720 port. Clients account in this type
of service should be created in the “GW clients” menu.

Authorization for the calls make in Direct Mode

- by the IP address of the equipment the call originated from

- by the equipment’s h323I1D

In the case of authorization by the equipment’s h323ID, option “authorize by h323id” has to

be activated for the particular account in the “GW clients” menu. The string login@password

has to be entered to the equipment that the calls originate from (@ serves as a separating
character). The same pair of login and password can be used to access the web interface with
the information on the account status and calls made.

In the case of authorization by the IP login and password are not important (they can be used
to log in to the web interface from CDR). It is alowed to enter more than one IP address for

each client.

Gatekeeper mode

In this mode VOIP gate or IP phone registers to the switch the same way it registers to the
gatekeeper. User account for this type of clients should be set up in the “GK/Registrar” menu.
String login@password has to be entered in the dias field (h323id, €164 dias) in the
equipment that is to be registered.

Calling from the SIP equipment
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Equipment based on the SIP protocol can connect through the switch in the two following
modes:

SIP proxy

SIP registrar

For the clients calling in the SIP proxy mode, accounts should be set up in the “GW Clients”
menu. Connection can be authorized based on the equipment’s IP or login/password pair.

For the clients that register to SIP registrar, accounts should be set up in “GK/Registrar
clients” menu. Authorization takes place through entering login/password pair in the proper

fields in the equipment’s config.

Assigning telephone numbers to the VoipSwitch’s clients

Each client that is logged to the gatekeeper or SIP registrar can have his/her unique telephone
number assigned. In order to accomplish that particular number has to be defined in the
“dialing plan” menu, “internal gatekeeper” option has to be selected and the user, that
incoming calls are to be directed to, has to be chosen from the clients|ist.

VoipSwitch will transmit the calls only if the user is logged.

In this way DID numbers can be assigned to the Voip’s clients, which is illustrated on the
picture below.

IP phone

.  e—,
Client logged to s
SIP registrar

X H
VoipSwitch

PSTN Gateway Cisco ATA

o 1=
Client registered to |

Incoming call from PSTN side h323 gatekeeper




Calls, coming form the PSTN network to the gateway, are redirected to VoipSwitch, which in
turn, based on the “dialing plan”, transmits them to the Voip’s clients (e.g. Cisco ATA).
Using this method the group of local numbers that we possess, e.g. in the USA, can be
directed to the clients’ devices regardless of their location.

Also, it is possible to use an option “Map DNIS to username” which allows for mapping a
group of phone numbers to the gatekeeper/regsitrar’s users. In this case the user’s login
represents its phone number.

The same features are also available for pc2phone users.

VoipSwitch supports calling to the SIP devices behind NAT.



